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Be Aware This Holiday Season. 
 

Many of us spend the holidays relaxing and sharing in goodwill with friends and family. 

But some bad actors use the holidays to take advantage of people’s generous spirits. Scammers 

frequently target the older and other more vulnerable members of our communities. They 

pretend they are from Social Security or another government agency to steal your money or 

personal information. 

Caller ID, texts, or documents sent by email may look official, but they are not. 

FRAUDSTERS are calling to verify information about the 2023 cost-of-living adjustment for 

people who get benefits. Remember, this adjustment is automatic, and a beneficiary does not 

need to verify anything. Social Security won’t ask you to provide information or money to get 

your benefit increase. Know that how we do business with you doesn’t change because it’s the 

holidays. We may email or text you about programs and services, but we will never ask for 

personal information via email or text. 
 

Recognizing the signs of a scam can help you avoid falling victim to one.  
 

These scams primarily use the telephone to contact you, but scammers may also use 

email, text messages, social media, or U.S. mail. Scammers pretend to be from an agency or 

organization you know to gain your trust. Scammers say there is a problem with your Social 

Security number or account. Scammers pressure you to act immediately. Scammers tell you to 

pay in a specific way. 

Know what to look for and be alert. Scammers don’t take days off and neither should 

you… when it comes to making sure you identify suspicious communications and report it. If you 

receive a questionable call, text, or email, hang up or don’t respond and report it at 

oig.ssa.gov/report. Scammers frequently change their methods with new tactics and messages 

to trick people. We encourage you to stay up to date on the latest news and advisories by 

following SSA’s Office of the Inspector General on LinkedIn, Twitter, and Facebook or 

subscribing to receive email alerts. 

 

CLICK HERE TO LEARN MORE 

http://sclhwatch.org/
https://www.ssa.gov/?utm_campaign=oig-scam-22&utm_content=ssa-logo&utm_medium=email&utm_source=govdelivery
http://oig.ssa.gov/report.
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https://links.ssa.gov/l/eyJhbGciOiJIUzI1NiJ9.eyJidWxsZXRpbl9saW5rX2lkIjoxMDMsInVyaSI6ImJwMjpjbGljayIsImJ1bGxldGluX2lkIjoiMjAyMjEyMTUuNjgyNTk4MjEiLCJ1cmwiOiJodHRwczovL3R3aXR0ZXIuY29tL3RoZXNzYW9pZz91dG1fbWVkaXVtPWVtYWlsJnV0bV9zb3VyY2U9Z292ZGVsaXZlcnkifQ.qklC-PHZZfG3-ns0ddESxA-bRLt_UQ6jxZASTi1nyd8/s/480718047/br/150535604529-l
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